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Ever wondered how secure your Office 365 

environment really is?

It is time to stop wondering – the Microsoft Secure 

Score is here to help. 

You can think of Secure Score as a credit score for 

security. Microsoft Secure Score analyzes your 

Office 365 and Windows 10 environment, and 

automatically assigns a score based on your regular

activity and security settings.

According to Microsoft, the average secure score 

across all tenants for Office 365 is 37 out of 707.  

Do you want to know what your secure score is and 

how to improve it?

How to get started? 

Atea arranges customized workshops to 

provide visibility, control and guidance in your work 

to secure your cloud environment.

Average Office 365 

environment

37
of 707
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The first step is the phase of review and planning. This can be delivered to customers as a one- day workshop for only 19.900,-

NOK.

This workshop will review Office 365 protection capabilities, inspect your organization’s existing security and provide 

improvements of the Office 365 environment.
*The number and format of the workshops in phases 2 to 4 is determined by the size and complexity of your organization. 

**If there is no pre-existing Office 365 environment, Atea can contribute to create one.

Deliverables

Cloud Computing
Atea offers a Microsoft Security cloud track, so 

organizations can be protected in a controlled manner.


